
DOT V25.2 
New Features
Discover major advances in data anonymization, security, and data
governance.

This new feature ensures anonymization
that respects the uniqueness of critical
data, such as primary keys. Each
generated value is unique within the
dataset, preserving integrity and original
structure without compromising
confidentiality.

Unique value generation
New methods provide richer context on
the data to be anonymized, enabling the
development of smarter, more precise
scripts tailored to business use cases.

DOT now allows restricting access to
entities (projects, data sources, engines)
by user group. Each team sees only the
resources relevant to them, while
maintaining consistent anonymization
across projects.

Fine-grained access control

Starburst connector

DOT now includes a connector
compatible with Starburst, making it
easier to anonymize data from this
distributed analytics engine.

Enhanced Groovy Scripting

www.arcadsoftware.com/dot/

Transformation engines now support
more powerful Groovy scripts.

DOT now integrates Artificial Intelligence
to automatically generate
anonymization scripts. Unlike traditional
AI tools, this integration ensures
consistent anonymization across all your
sources: databases, text files,
documents... Users can choose the LLM
(OpenAI, Mistral, etc.) that fits their
security constraints (cloud, on-premise,
etc.).

AI Integration in DOT

For questions or to request a demo, contact your DOT representative or
email us at info@arcadsoftware.com.
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